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Abstract—Context-aware systems have a high potential of
application in mobile networks because the context in which
they operate is highly dynamic. In particular, vehicular ad-
hoc networks (VANETS) provide scenarios where context-aware
systems could be critical to enhance the performance of protocols
that depend on network and traffic conditions, to detect hostile
environments as well as to offer a novel way to make decisions
in real-time. In this paper, we present CaSSaM, a context-
aware system that combines information in a decentralized
way, from the state of the communications network and the
vehicular traffic, with the aim at classifying the scenario in
which the VANET is operating. With information about the
operation scenario, it will be possible for protocols, for example,
a dissemination mechanism, to adequate its parameters with
the values that work best in such a context, improving in this
way the general performance of the protocol. Our initial results
show the evaluation of a well-known dissemination mechanism,
namely the ”Slotted 1-persistence”, with different values of
parameters according to different operation scenarios. We show
how the VANET performance could be improved, or worsened,
by choosing different parameter values, and how CaSSaM can
help in selecting the proper set of values when the scenario of
operation is known.

I. INTRODUCTION

Thanks to the development of technologies that allow con-
nectivity in vehicular environments, a variety of applications
have been proposed that can use this network with different
objectives: from sending alerts to people about real-time road
hazards to avoid the most common traffic accidents [1], [2], to
allowing the transfer of large amounts of data for entertainment
applications such as music, video, Internet access, among
others [3].

In terms of safety applications, these can significantly
reduce the number of accidents on the route. For example, it
is possible to reduce the number of collisions by 60% thanks
to the Forward Collision Warning (FCW) application [4].
These applications are based on dissemination mechanisms
that allow to deliver one or more alert messages to vehicles
that are within the area of influence of an event. In ad-hoc
mobile networks, the dissemination mechanisms generally do
not use acknowledgments (ACK), so it is usually not possible
to detect packet losses when there are poor conditions in the
communications network [5].

In VANETsS, it is necessary not only to deliver emergency
messages with the least possible delay, but also to guarantee
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the reliability of the delivery, so the design of dissemination
protocols constitutes a challenging problem for the deployment
of security applications [6]. One of the key challenges when
designing dissemination protocols is the fact that vehicular
environments should be characterized as highly dynamic con-
texts, with conditions that would vary depending on the type
of route, time of day, location, traffic density, among other
parameters.

Depending on the applications, dissemination can be done
only to neighboring vehicles (single-hop) or to all vehicles that
are in the area of interest through multi-hop dissemination [7].
A very common problem that rakes place during dissemination
is the so-called broadcast storm problem [8], which occurs
when many vehicles send information at the same time. In
networks with high vehicular density, i.e., with a high number
of nodes in the VANET, packet collisions occur, causing a
decrease in the quality of communication and the impossibility
of delivering the emergency messages of the dissemination
protocol.

To address the problems during dissemination, protocols
have been tailored to address, for example, low and high
vehicular density scenarios [9], [10], whereas other schemes
are designed for the characteristics of urban environments
[11], or specific road areas like intersections [5]. In multi-
hop dissemination there are several proposals, some aimed at
making the forwarding opportunistically [12], others aimed
at modifying dynamically the beaconing to decongest the
network [13], [14]. Other approaches have applied genetic
algorithms to choose the best position to perform multi-hop
transmission, looking for the optimum configuration param-
eters with other methodologies such as fuzzy sets based on
rules [15].

In general, dissemination mechanisms are evaluated accord-
ing to the following performance metrics [10]:

o Packet Delivery Ratio (PDR): represents the average
number of messages received by vehicles within an area
of interest. PDR is expressed as a percentage of the total
number of messages sent by the source node. This metric
is also known as dissemination coverage.

o Number of transmissions: corresponds to the total number
of transmissions made via broadcasting.

e Delay: it is the average of the time it takes since the
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source node sends a packet until it is received by each
vehicle in the area of interest.

« Dissemination speed: represents the speed with which
the message is disseminated to vehicles in the area of
interest. To acquire this metric, the source node sends
the message only once and then the coverage increment
must be calculated as a function of time. If the coverage
increases significantly in a small period, it means that
the dissemination protocol has a high performance with
respect to this metric.

By knowing the characteristics of the operation scenario,
the dissemination mechanisms could take advantage of the
knowledge obtained from their environment to set the ap-
propriate parameter values, and in turn, this could improve
the aforementioned performance metrics. However, in ad-hoc
networks, it is assumed there is no centralized database where
to store reports on the state of the communications network
nor the state of vehicular traffic. So for a particular node, it
is not trivial to determine the general context where protocols
and applications are operating.

In this paper we present CaSSaM, a context-aware system
that facilitates the adequate selection of parameters to achieve
the best performance of a dissemination protocol in a VANET.
Although most of the dissemination mechanisms are parame-
terizable, the lack of knowledge of the environment in which
they operate makes it difficult for the protocols to adapt to the
actual conditions of the environment. Our proposal intends,
based on indirect information, to classify in a decentralized
manner the type of scenario in which the dissemination proto-
col must operate, so that its parameters can be adjusted to the
operating environment. The preliminary results demonstrate
that CaSSAM improves the performance of the dissemination
protocol while using the same dissemination mechanisms, with
self-adaptive parameters according to the actual environment
in which the protocol operates.

The rest of the paper is organized as follows: Section II
describes previous works that propose the use of context-
aware systems in vehicular environments. Section III presents
the proposed architecture for classification of scenarios for
VANETSs. Section IV discusses the preliminary results in
adjusting parameter values of a dissemination mechanism.
Finally, the conclusions and future work are presented in
Section V.

II. RELATED WORK

Context-aware systems are characterized by being aware
or being sensitive of the situation (or context) in which they
operate, either in physical, virtual or user’s environment [16].
The context is understood as “any information that can be
used to characterize the situation of an entity. An entity is
a person, place or object that is considered relevant to the
interaction between a user and an application, including the
user and the applications themselves” [17].

These systems are able to adapt, exploiting the knowledge
acquired through sensors, other nodes or through the infras-
tructure available on the route. In vehicular environments,

context-aware systems focus mainly on the area of service
recognition and location on the route [18], [19]. In [17] the
authors describe various approaches that have used context-
aware systems for the detection of specific events, for example
in security, entertainment, and traffic management applica-
tions. To the best of our knowledge, there is only one work
that addresses the problem of disseminating information of
accidents based on warning message considering the informa-
tion of the vehicular context [20]; however, the scheme does
not consider the traffic of the communications network in the
context definition.

Routing in VANETSs is another area of research related
to our work. In [21] the authors present an approach to
provide Internet access to support interactive and entertain-
ment applications in VANETs. In [22] the authors employ
the source and destination location of nodes as the context
information; then, they elaborate a routing mechanism that
seeks to reduce packet losses due to saturation in the cache
of each vehicle while avoiding network overload. In [23] the
authors define the vehicular context based on parameters like
speed of each node and inter-vehicular distance. This context
information is evaluated and taken into account while selecting
the appropriate transmission speed considering the conditions
of the link layer. The approach produces important VANET
performance enhancements in terms of data transmission rates
between vehicles.

Dressler et al. present a classification of different broadcast-
ing mechanisms and their effect in the performance of different
VANET applications [24]. The main contribution consists in
the differentiation of broadcasting schemes based on client
applications. Authors in [25] describe a context-aware system
that identifies potential accidents and pro-actively enable secu-
rity mechanisms before the accident occurs. The information
acquired from the sensors in the vehicles (i.e., data prior to
the accident) is analyzed to predict a certain collision and its
severity; in this way, the system launches a timely warning. In
[26] the authors propose a context-aware system to improve
the way in which information is acquired to avoid redundancy
in the information collected by a group of nodes, whereas the
authors in [27] propose a MAC layer context-aware protocol
based on Bayesian networks with the aim at enhancing the
performance of the VANET in highly congested scenarios. The
approach presented in [27] produces a substantial improve-
ment compared to the CSMA/CA mechanism adopted by the
IEEE 802.11-OCB standard, whose performance is seriously
affected in highly congested environments.

III. CASSAM: CONTEXT-AWARE SYSTEM FOR SAFETY
MESSAGES DISSEMINATION

This section describes the core contribution of this paper.
Fig. 1 shows the general architecture of our proposed context-
aware system. The purpose of the system is to classify
the scenario in which a VANET node operates based on
indirect information that combines information from the com-
munications network and the vehicular traffic. The state of
the communications network is obtained from the following
statistics:
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Fig. 1. CaSSaM architecture

o Channel Busy Ratio (CBR): CBR is obtained from the
MAC layer. CBR is the time during which the channel is
busy (i.e., sending packets) in a time interval. This metric
is used by the CSMA/CA protocol and it is calculated as

follows:
t
COBR = 2y (1)
tinterval
in this case tintervar = 1 [sec].

« Collisions: refer to the number of times that two or more
packets collide when several nodes transmit simultane-
ously. Although it is not possible to obtain a value for
this metric in a distributed way, it is possible to produce
an estimate through the measurement of the number of
times a packet is re-sent by a particular sending node.
In our proposal the re-send value is set in three trials. In
other words, three unsuccessful attempts to send a packet
is considered as a possible collision.

On the other hand, to establish the state of vehicular traffic,
the following sources of information are used:

o Number of neighbors: the number of neighboring vehicles
is obtained through the beacons, with a list that stores the
source addresses of the received messages.

e Speed: this information is extracted directly from the
vehicle and it can be updated in real time.

« Inter-vehicular distance: this information can be extracted
from the beacons as well as from sensors or radars
installed in the vehicle.

From the last group of information, it is possible to classify
the scenario of a VANET node with respect to the vehicular
traffic. Previous works where mathematical models are applied
to find the relationship between these variables and vehicular
congestion, had been able to identify and accurately predict
the degree of local vehicular congestion [28], [29], [30].

The information described above is the input of the CaSSaM
system. The information is processed with a classification
stage in which it is determined the scenario of the VANET
node. Following on, the CaSSaM system assigns a descriptor
that prescribes indications to the dissemination protocol about
which parameters to adjust for a better performance, or even
to suggest the use of a different dissemination protocol.

IV. PRELIMINARY RESULTS

This section demonstrates the effectiveness of the adjust-
ment of dissemination parameters according to the context
where the VANET nodes are immersed. It is expected that
the adjustment will be prescribed according to the scenario
classifier of the CaSSaM system, which is currently under
development.

A. Dissemination mechanism chosen for the evaluation

The Slotted 1-persistence protocol [31] is a dissemination
mechanism that gives the priority of retransmission to the
farthest node of the sending node. For that, the protocol uses a
waiting time before retransmitting, which varies according to
the distance between nodes. When a node receives a packet,
the protocol verifies the packet ID; if the packet is received for
the first time and it the node has not received any duplicates
before, the protocol assigns a time slot and the node performs
a re-broadcast with a probability of 1 within the time slot T’s, ,
assigned. Otherwise, the packet is discarded.

The time slot can be obtained as indicated below:

TSU :Si' X T, (2)
where 7 is the estimated delay of a hop, which refers to the
sum of the propagation delay plus the delay of accessing the
shared medium. S;; is the assigned slot number that can be

expressed as:

In 3)

where D;; is the relative distance between the nodes ¢ and j,
R is the transmission range, and N is the default slot number.
Ng must be chosen as a function of the traffic density.

This protocol has been chosen because it solves the problem
of broadcast storms and because it needs only the information
about the position of the sending and receiving nodes to
operate. It is also one of the most used protocols in the
literature for its simplicity and because it was one of the first
protocols proposed for dissemination.



B. Characterization of scenarios

To obtain the preliminary results, we employed the inter-
section illustrated in Fig. 2, which is deployed on an area
of 1 km?2. The intersection has 3 and 4 lanes per road. In
this scenario, vehicles are set through the SUMO simulator
with 2 different densities: 31 veh/km and 81 veh/km. The
densities seek to replicate the extremes of the ones reported in
[15], although the application of greater densities, such as 133
veh/km, were not possible due to the use of an intersection
as the simulation scenario.

Fig. 2. Simulation scenario

The scenario is evaluated with different configurations of
the following network parameters:

e Beaconing frequency varying between 2 Hz and 10 Hz.
These messages carry mandatory information for the
operation of safety applications: position, velocity, and
acceleration of the vehicle.

o Wave Service Advertisement messages (WSA) with fre-
quency of 1 Hz. These messages are included to simulate
traffic on the network corresponding to various on-route
services (i.e., traffic from safety applications). They are
additional load to the beaconing that operates perma-
nently.

It should be noted that in the simulation a packet for dis-
semination is generated only once by the source node, that
is, only one packet of type Wave Short Message is generated
to observe its behavior at the first instant of dissemination.
The safety message is forwarded by the neighboring nodes
throughout the entire map. Because of this, the PDR is only
calculated for a single safety message, so this percentage is
also a representation of the number of nodes in the entire map
that received the message successfully.

Table I shows the details of the parameters used in the bidi-
rectional simulator VEINS [32] employed for the evaluation.

TABLE I
SIMULATION PARAMETERS

Physical layer

Frequency 5.89 GHz
SimplePathLoss Model o« =2
Transmission power 20 mW
Receiver sensitivity —89 dBm
Thermal noise —110 dBm
Antenna type Monopole
Link layer

Bit rate 6 Mbps
Congestion Window [15, 1023]
Slot time 13 ps
SIFS 32 us
DIFS 58 us
Messages

Beaconing frequency

2 Hz and 10 Hz

Beacon size 256 bits

WSA frequency 1 Hz

WSA size 250 bits

WSM size 1024 bits

Simulation

Simulation time 40 s and 60 s

Total roadway length 2.14 km

Vehicular density A = 31 and 81 veh/Km
Max speed 19 m/s

Vehicle type

Buses and cars

Slotted-1-Persistence

T 5 ms
Range 500 m
N 3and 5

C. Discussion of results

First, two traffic densities (A = 31 wveh/km and \ =
81 weh/km) are used to observe the effect of vehicular
traffic on the dissemination mechanism. In the first case, when
Ny = 3, the protocol performs well in terms of delay and
speed of dissemination; nevertheless, the performance in terms
of the PDR is below 85%. In the second case, the delay
performance gets worse when N, = 5; nevertheless, both the
PDR and dissemination speed improve, as observed in figures
3a, 3b and 4. The values Ny = 3 and N, = 5 are the ones
suggested by the authors of this mechanism for low and high
density scenarios, respectively [31].

To the best of our knowledge, the effect of N, (see equation
3) has not been evaluated in the literature for particularly
dense scenarios. In the following we present an evaluation
of the protocol’s performance considering two congestion
values (Ng = 5, Ny = 7). The results show that, when
Ns; = 7, a great difference is observed with respect to the
speed of dissemination being much higher (around 4 orders
of magnitude) than for Ny, = 5 (see figures 4 and 5). On
the other hand, the delay and PDR improve slightly with
higher values of N, for high density scenarios. Furthermore, it
can be observed that the increase in the beaconing frequency
directly affects the dissemination speed for all values of N
in both cases of congestion, whereas for the delay and PDR,
the increase in beaconing frequency also produces negative
effects but with a smaller impact. Therefore, if a given node
is immersed in a scenario of high traffic density and high load
in the channel due to beaconing and WSA messages, it would
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Fig. 3. Evaluation of Slotted 1-persistence in scenarios of high/low vehicular density and high/low network congestion. B represents beaconing and WSA is

the load of service messages in the channel (Wave Service Advertisement)

be recommended to use a value of Ny = 7. On the contrary, if
a given node operates in a low density and low load scenario
of beaconing (i.,e, 1 H~z) it would be recommended to use a
value of Ny = 3.

TABLE II
DELAY AT FIRST HOP, 81 veh/km, Ns =5

Configuration Delay average  # of Nodes
Only beaconing (2 Hz) 0,000273 170
Only beaconing (10 Hz) 0, 000236 170
WSA and beaconing (2 Hz) 0,000273 170
WSA and beaconing (10 H z) 0, 000236 170
TABLE III

DELAY AT FIRST HOP, 81 veh/km, Ns =7

Configuration Delay average  # of Nodes
Only beaconing (2 Hz) 0.000246 186
Only beaconing (10 Hz) 0.000273 186
WSA and beaconing (2 Hz) 0.000273 186
WSA and beaconing (10 Hz) 0.000273 186

Our next analysis focuses on the average delay of nodes that
receive the emergency message in the first hop. The average
coverage of the multi-hop, illustrated in Fig. 3a, includes
vehicles that enter the scenario after the generation of the
WSM message, which may produce worse values in the delay.
The results presented in Table II and Table IIT demonstrate that
the average delay for vehicles that are in the first hop is much
better (it is reduced by 4 orders of magnitude) than the general
average of the whole map presented in Fig. 3a. In addition,
the number of covered nodes increases by choosing Ny, = 7
with respect to N, = 5, which means that more nodes receive
the WSM message in a reduced time, being consistent with
the increase in the dissemination speed.

The CaSSaM system uses context-oriented information to
adapt the parameters of a dissemination mechanism in oper-
ation. In addition, this information can be useful to modify
other parameters of vehicular communications, for example,
when vehicles are operating in low density scenarios and low
level of channel occupancy, CaSSaM may prescribe the nodes

to increase the frequency of the beaconing to improve the
accuracy of the cooperative knowledge (i.e., the location in-
formation and mobility of neighboring vehicles) with certainty
that the performance of the dissemination mechanism will be
enhanced.
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V. CONCLUSIONS AND FUTURE WORK

In this paper, we have demonstrated that context information
can be exploited to change the parameters of a dissemination
mechanism in vehicular scenarios, to improve its performance
significantly. In this regard, context information is not limited
only to the characteristics of the vehicular traffic but it can
also include the state of the communications network. All in
all, context information is advantageous to make important



decisions about the communications in the ad-hoc network,
for example, in the adjustment of the beaconing frequency
to guarantee the operation of safety applications. In our
on-going work, we are implementing the scenario classifier
based on a machine learning algorithm, so that the system
can classify the scenario in which a VANET node operates
automatically and in real time. Future work also considers a
more elaborated evaluation of the context-aware system with
other dissemination mechanisms to evaluate their performance
depending on the evaluation scenario.
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